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1. Introduction to ISAC Plug-ins

1.1. What is an ISAC Plug-ins

In order to actually generate traffic on a System Under Test (SUT), we need to define a behavior.
A behavior can be understood as a logical definition, a kind of a skeleton. This skeleton must be
associated to one or more ISAC plug-ins. Plug-ins are external Java libraries, that are responsible

for:

performing actions (i.e. generating requests) on the SUT, using and managing specific
protocols whose response times will be measured (e.g. HTTP, DNS, JDBC, TCP/IP, DHCP,
SIP, LDAP);

providing conditions used by the behaviors' conditional statements (if-then-else, while,
preemptive);

providing timers to implement delays (think time), for example with specific random
distributions or computed in some arbitrary way;

providing ad hoc controls for the plug-in itself (e.g. to change some settings);

providing support for external data provisioning (e.g. a database of product references or a
file containing identifier-password pairs for some user accounts), used as parameters by the
behaviors.

1.2. Installation
See Installation Manual for Eclipse-based console GUI installation.
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2. ISAC is a Scenario Architecture for CLIF

L. CLIF RCP Console
File Edit CLIF - Search ‘Window Help

L .
BT Mavigakar 3 =0 =0
BE ¥
= MyTest
() Load profiles 53 = O

This view show profiles of & x15 file. Please edit one,

With ISAC, testers are given a way to define load scenarios by combining:

- definitions of elementary behaviors, typically representing users;

optional definitions of load profiles setting the population (i.e. the number of active
instances) of each behavior as a function of time.

2.1. Defining an ISAC scenario for LDAP

In order to make realistic scenarios corresponding to real users behaviors, actions on LDAP can
be recorded as an ISAC scenario.

In our tutorial we will define an ISAC scenario which will do some actions on the LDAP directory.
We can see here the actions that our scenario will do:
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\

connection
Chrono search
search

In this scenario we will connect to the LDAP directory, make a search and disconnect it. We will
import the Ldaplnjector plug-in to be able to do this action.

To externalize the data used in the scenario (mandatory parameters of the Ldaplnjector plug-in)
we will create CSV file that will contain all the needed data. Each line of the CSV file represents
the parameters needed to execute the scenario. Then we will loop on each line to make different
calls to the LDAP directory. To do this we will use the CSVProvider plug-in.

In this ISAC scenario the scenario duration will be set to 1 second. We need to import the
ConstantTimer plug-in.

In our load test we will use two or more injectors and we don't want to launch the test at the same
moment on each injector. So we will import the Random plug-in.

Finally we want to know the response time of group of operation, that's why we will import the
Chrono plug-in to insert chrono action's duration in the report.

2.2. Record your ISAC scenario

2.2.1. Create your project and your ISAC scenario
First of all you have to create a new general project:
Click on File -> New -> CLIF project
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I... CLIF RCP Console

8 CLIF Project
Open File. .. iy CLIF Test Plan
by Test Deployment
by CLIF Report with BIRT
by CLIF Report Template with BIRT
(L% 15AC Plug-in Project
09 Isac scenaio

e
HTTP Capkure
Corvert Ling Delimiters To p A P

9 Other...

Exit

2 show profiles of a XIS file, Please edit ong

Enter your project name (you can use default location or choose an other location)

l... Mew CLIF Project

Create a new CLIF Project

“hoose project location.

Project name: | Lu:IapInjectu:urTest|

Ise default location

| Browse, .

< Back, Mext = ] [ Finish ] [ Zancel

Click on Finish.

If you use your own Eclipse IDE instead of the Clif console you have to open the Clif perspective:
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 _lif Perspective

FPreferences. ..

:g Isac Perspective B

L~ working Sets

ﬁJ Jawva
»

|

You can now see this perspective:

Ckher. ..

File Edit CLIF - Search Window Help
. A Y] G :
T Mavigator 2 = O
® | BE Y

: projeck
“ =] dlif.props

Create your new Isac scenario.
Click on File -> New -> New Isac Scenario

(?) Load profiles 52 L

This wiew show profiles o

T Mavigakar 27 = 0

g E{ED.?

Go Into
Open in Mew Window

I < L Project

12 154C Plug-in Project
™ Project...

=] Copy

[E Paste

¥ Delete
Mave..,
Rename

Il CLIF Test Plan

Ihyy Test Deployment

sy CLIF Repart with BIRT

Iy CLIF Report Template with BIRT

- ¢ 18aC SCEnario

g Import...

0% HTTP Capture
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Choose the container (if you have severals project into your workspace) and give a name to your
ISAC scenario,

- BX

Isac Scenario File

This wizard creates a new file with *.xis extension that can be opened Isac Scenario Editor,

Conkainer: | l‘LdapInjectDrTest | ’Brnwse... ]

File name: | New_sCenario., xis |

Finish l [ Cancel

Click on Finish.

& ClifConsole
File Edit Run CLIF Search ‘Window Help
Q- iR : i

5 Mavigator 57 = 0|22 LdapInjectarloadTest_1.xis &2

2% 7|l k2l version="i.072
<IDOCTYFE scenario FUBLIC "-//Objectieb.ory//DTD CLIF-ISAC-scenario 1.0//EN" "classpath:org/objectueh/clif/scenario/isac/drd/seenario, dod >
<scenariox

= LdapInjsctorloadTest
1X] project

22 | daplnjectorloadTest_i xis [<behaviors>

<plugins></plugins><behavior id=""></behavior:>
</hehaviars>

<loadprofiles

</ loadprofiles

</{scenario>

Now you can see the content of your ISAC scenario file.

At the bottom of the file content there are four tabulations Design | Source | Tmport | Behavior
The first one designs the xis file (which is an xml file),

The second one shows the source code of the xis file.

The third one allows you to import the plugins that you will need in your ISAC scenario,
The last one allows you to define your scenario and your load profile.

2.2.2. Import ISAC plugins

Click on the Import tabulation to load the Import perspective. Design | Source | Impart | Behavior

1

Import the plugins:
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Eg LdapInjectorLoadTest_1.xis &3 =0
Import Page :
Plug-ins :

List of plug-ins used in this scenario

Rermove

Remove Al

Help

add behavior

Design | Source | Import | Behavior

e Ldaplnjector

e CSVProvider

e ConstantTimer
e Random

e Chrono

Click on the Add button:

Choose the plug-ins you need one by one:
Now all the imported plug-ins are present in the Import perspective.
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= ISAC Plug-ins

Add a new plug-in

= Zamman
A= SocketInjector
=FileReader

Le=HtkpMatkriz_1.0
A= 1DBCSimpls_1.0
Lr=CanstantTimer
L=DnsInjector
=Chrono
{=35IPInjector_1.0
{r=HttpInjector_1.0
“r=HelloM'orld

L= Caonkext

<= 5tringHandler
4= F.andaom

= Caunter

1= dapInjector
A= CSYProvider

Finish ] [ Cancel

We just have to set plug-in default/initialization parameters.

Select the MyLdaplnjector_0:MyLdaplnjector and sets the parameters:

:3 LdapInjectarloadTest_1.xis &3

Import Page :

Plug-ins :

List of plug-ins used in this scenario

<= MyLdapInjector_0 : MyLdapInjector
4= CSWProvider_0 ; CSVProvider

= ConstantTimer_0 : ConstantTimer
<= Random_0 : Random

<= Chrono_0 : Chrono

Rernowe
Remove Al

Help

Diown

add bebavior

+ Properties :

Manage plug-ins properties

| use ! CanstantTimet, ConstantTimer

id: | ConstantTimer_0

duration {ms) ;| 1000

Design | Source | Import | Behavior

10
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Do the same thing with the ConstantTimer plug-in.
The Random and Chrono plug-in have no general parameter.
Select the CSVProvider plugin and sets its parameters:

~ Properties:

Manage plug-ins properties

use : CSWProvider. CSYProvider

id: | CSWProwvider_0

File name : | LdapLoadTest_1.csv

Field separator @ | #

figlds names {separated by the given separator) ;| login#password#searchBase# searchFilter #searchScope

Maci32 line separator
[Jenable

shared
[Jenable

loop

enable

The file name is the name of the CSV file that will contain the externals data of the Ldaplnjector
behavior.

A line in the CSV File will have this format;

login#password#searchBase#searchFilter#searchScope
uid=0,ou=appli,dc=annuaire,dc=com#secret_0#ou=appli,dc=annuaire,dc=com#(&(uid=0)(autorisation=all))#2
uid=1,ou=appli,dc=annuaire,dc=com#secret_1#ou=appli,dc=annuaire,dc=com#(&(uid=1)(autorisation=all))#2

uid=2,ou=appli,dc=annuaire,dc=com#secret_2#ou=appli,dc=annuaire,dc=com#(&(uid=2)(autorisation=all))#2

In the Field separator you have to set the field separator used in the CSV file. (# in our case),

In the Fields names input you have to set the list of the parameters name present in the CSV file
separated with the given separator (# here),

Description of the check-box

e Mac0S9 line separator: use CR instead of LF as line separator.

e shared: when set, progression in the lines is shared by all session objects. In other words,
each session object will get a different line instead of all getting the same sequence of lines.

e loop: when set, the line sequence wraps up to the first line when the end of file has been
reached. Otherwise, an alarm is thrown when trying to get a field value while the end of file

11
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has been reached, and the empty string is used as value.

2.2.3. Define your behavior

To define your behavior you have to select the behavior
perspective of your ISAC scenario xis file. Design | Source | Import | Behavior

Once this tabulation selected you can see the following
perspective:

E 3 *| dapInjectorLoadTest_1.xis &3

Behavior Page :

Edition page for behavior description

Behawvior id @ | |

My ] [Duplicate] [Remove

¢ Load profile -

= Behavior tree :

Rermonwe

Clear

Help

Design | Source | Import | Behawior

You can now give a hame to your behavior setting the Behavior id text field:

Behavior Page :

Edition page for behavior description

Behavior id 1 | Heawy load

In our case we want to test an LDAP directory so we will describe a scenario that executes
sequential actions.

At the beginning of the behavior we add a sleep action. The sleep time will be variable and its
variation will depends on a specific random distribution.

Click on the add button in the behavior perspective.

First we choose the random distribution that we need to use.

12
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-

= Actions

"\

Add a new action for behavior Heavy load

== ConstantTimer_0
== CSYProvider_0
=“J=Randarn_0
“=Chraono_0
==MyLdapInjector_0
(i

G5 while

=EE nchioice

) preemptive

G Randaom, ackion

'[D Random, sleep
Randnm.setPDissnn
Randnm.setLlniFn:-rm
Randnm.setDirac
Randnm.setNegativeExpD
Randnm.setGaussian

Sets the uniform randorn distribution law,
Parareters:

- min {required): the minimal integer value.

- max (required): the maximal inkeger value,

Einish l [ Cancel

We sets the required parameter's value:

Remove

Clear

Help

:3 * dapInjectorLoadTest_1.xis 22 ] = 38
Behavior Page : | | =
Edition page for behavior description - Properties :

Manage plug-ins properties
Behaviorid: |0 | conktrol : Random.setJniform
[ Mew ] [Duplicate] [Remcwe ]
¢ Load profile : o |Random_0 [il
~ Behavior tree :
Random_0.setUnifarm min: |0
max : | 1000]|

Design | Source | Impork IBehavior DJ

13
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And now we add a sleep action that will sleep the behavior for a duration included between the min
and the max value define in the random distribution.

Click again on the add button in the behavior perspective.

= Actions

Add a new action for behavior Heavy load

=“Jr=ConstantTimer_0 G Randam. ackian
$CSVErwider_D andom slesp |

Randem o || L e

_ = :

«§r=Chrono_D Random.setF‘ulsson
=My LdapInjector_0 Randam.setLlniFurm
7 Randam.setDirac
%%While Randum.setNegativeExpu
B nchoice R 4 e )
& preemptive 3= Randorn, sekGaussian

Timer whose duration is given by a random walue in ms, according bo current diskribution law setkings.

(7 [ Finish ] [ Cancel

And set the parameter's value of this action:

Behavior Page : B

Edition page for behavior description ~ Properties :

Manage plug-ins properties

Behaviorid : | Heawy load timer : Random. sleep

[ Tew ] [Duplicate] [Remove ]

} Load profile : ™
2 oadpre id: |Random_0 w
~ Behavior tree : o

Remove

Clear

Help

14
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Now we add a while loop.

== Constant Timer_0
== CSYProvider_0
=J=Randarn_0

== Chrano_0
“=MyLdapInjector_0
(7

{4 preemptive

The while loop condition is: while we are not at the end of the CSV file we iterate.

So we will iterate on each line of the CSV file and will exit from the loop when the end of the file
will be reached.

Eg * dapInjectorLoadTest_1.xis &4 = 0O
Behavior Page :
Edition page for behavior description * Properties :

Manage plug-ins properties

Behavior id ;| Heawy load Select a test condition of the while controler node ¢
Chrono.is_on -

[ Mew ] [Dupllcate] [Remwe ] Chrono.is_on ~
Chrono,is_gt

b Load profile : hronao.is_gte
CSYProvider, endOfFile

ME : CS'-.fPrDvider.nDtEndDF@ e (| v
R.andom_0.setUniform -

(L Random_0.sleep
~‘o§73* vhile Remove

Clear

Help

Design | Source | Impott | Behavior Heawy load

To include actions in your while loop you should select the while action in the Behavior tree before

to click on the Add button .

The first action that we will add is starting the chronometer:

15
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= Actions

Add a new action for behavior Heawvy load

=J=CanstantTimer_0 G Chrono. stop
gcsuzrwider_u G Chrana. split

F.andarn_0

_ i

<= Chrono_0 Chru:nn-:n.dru:np
== Myl dapInjector _0O ChanD-SUSDEHd
@i resume
E‘ré}ﬁwhile
=2 nchoice
{8 preemphive

starts the chrono

7 | Finish

] [ Cancel

Then we will do a connection and disconnection on the LDAP directory.

- Actions

Add a new action for behavior Heawvy load

== ConstantTimer_0O MyLdapInjector.

connecktion :

== CSWProvider_0
=I=Random_0O

== Chrono_0
=J=MyLdaplnjector_0O

My LdapInjeckor,
MyLdapInjeckor.
My LdapInjeckor,

ZiF MyLdapInjector.
€§3 wthiile My LdapInjeckor,
= nchoice

i preemptive My LdapInjeckor.

<-4 ~Ca-CH -

My LdapInjeckor,

closesZonneckion
addaktribute
search
deleteEntry
addEnkry
deleteattribute

sslConneckion

Simple connection on the LDAP directory . The LDAP connection pork is mandatory .,

3
(]

ot
—

Finish

] [ Zancel

16
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At this time we will have to set the LDAP connection parameter's value. These values are provided
by the CSV file. To get this value from the reading line of the CSV file we need to indicate the
reference of the plug-in which provides the value and the name of the attribute needed. In our
case the CSVProvider plug-in provides the login and the password. Use this specific String format:
${pluginidentifier:key}

Eg LdapInjectorLoadTest_1.xis &5 = O
Behavior Page :
Edition page for behavior description - Properties :

Manage plug-ins properties

Behavior id : | Heawy load sample : MyLdapInjectaor. connection

[ e l [Duplicatel [Remove l

» Load profile :
oA id: |MyLdapInjectar_0 hal

~ Behavior tree :

Randam_0.setUniform Login DM ;| $4C3Provider _0:loging

D Random_0.sleep
= 6'§T‘3‘ while Remaowe
Chrono_0.skark

L MyLdapInjector_0.conneckion

Password ;| $4CSYProvider _D:password})

Clear LDAF connection park ;| 389

Help

Design | Source | Impart | Behavior Heawy load

Then we add actions to make a search on the LDAP directory: we need to connect to it, make a
search and disconnect.

- Actions

Add a new action for behavior Heawvy load

== ConstantTimer_0
== CavProvider_0
=Jr=Random_0

MyLdapInjector. conneckion
MyLdapInjector. closeConnection

MyLdapInjector. addatkribute

== Chrono_0 . ;
=My LdapInjectar_0 MyLdapInjector. search |
@ if MyLdapInjector. deleteEntry
5 while IMyLdapInjectar. addEnkry
= nchoice

D precmptive MyLdapInjector.deleteattribuke

(- H-Cn - -CH-(r -GN

MyLdapInjector. ssl”aonnection

Research in the LDAP direckory.
Eefore the research, a connection or a ssl connection must be done.
The Following parameters are mandatory

- The LDAP connection port

- The search base

- The search Filter

- The search scope

[-::J:]

[ FEinish ] [ Zancel ]

17
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To set the connection and search action parameter's we use the same method as the first
connection action.

Eg LdapInjectarloadTest_1.xis &3 = B
Behavior Page :
Edition page for behavior description « Properties ;

Manage plug-ins properties

Behavior id ;| Heavy load sample ; MyLdapInjector.search

[ Ty ] [Duplicate] [Remwe ]

b Load profile :
Y toadp id: |MyLdapInjector_0 hd

+ Behavior tree :

Random_0.setUniform Search base ;| ${C3VProvider_DisearchBase}

@ pandom_0.sleep
= @c}j wihile BEm Search filker @ | ${CSWProvider_DisearchFilker}
Chrono_0,start
l: MylLdapInjectar_0.connection
l,: MyLdaplInjector_0.search

Clear Search scope ¢ | ${CSWProvider_DisearchScope}

Help

Design | Source | Impork | Behavior Heawy load

Once the research done we have to close the connection.
Click on the add button and choose the MyLdaplnjector.closeConnection action.

18
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= Actions

Add a new action for behavior Heawy load

== ConstantTimer_0
== CaWProvider_0
==Random_0

MyLdapInjector, conneckion

éMdeapInjectnr .closeConneckion

My LdapInjeckor, addakkribute

=I=Chrono_0
“J=MylLdaplnjector_0O MyLdapInjeckor. search
=i MyLdapInjector, deleteEntry
i wLdapInjeckar. a nkry
?E?W""'E MyLdapInjectar. addEnk
nchoice
D preemptive MyLdapInjector. deleteattribute

MyvLdapInjeckor. ssli”onneckion

- oG- -CarH- (-

Zlose the opened LDAP connection.

o

)

ot
p—

Einish ] [ Cancel ]

Now we have to stop the chrono to be able to get the total duration time of one loop with the

= Actions

Add a new action for behavior Heawy load

=J=ConstantTimer_0 G ‘Chrona. stop |
iCSVZrDVider_D G Chrono, spiit

Randarn_0

- =P

<J=Chrana_0 Chr':'”':"dr':'p
== MyLdaplnjector_0O Chrono. suspend
i Chrnnn.resume
ES& wahile Chronn.start
= nchoice
{8 preemphive

records current chrono walue in a pseudo sample and stops Ehe chrono,

i) I Finish ] [ Cancel ]

Chrono.stop action. Click on the add button and choose the Chrono_0.stop action.

19
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Eg LdapInjectorloadTest_1.xis &3 =0
Behavior Page :
Edition page for behavior description + Properties :

Manage plug-ins properties

Behaviar id : | Heawy load sample | Chrono.stop

[ TWewy ] [Duplicate] [Rem-:-ve ]

» Load profile :

id: |Chrono_0 v
+ Behavior tree:
25 p skakus
Randari_0,setUniFormm
ot - successful
2 Random_0.sleep [

= -L'§.‘3' while Remove
Chrono_0, skart
l; MyLdapInjector _0.conneckion
l; MyLdapInjectar_0.search
¢ MyldapInjector 0. closeConnection
G

iChrono_0.stop |

cornment {optional) ;
Clear

result {optional) :

Help

Design | Source | Import | Behavior Heawy load

Click on the add button to add a CSVProvider_0.next action.

= Actions

Add a new action for behavior Heawvy load

=J=iZonstantTimer_0 __________
== CSYProvider_0 CS'-.-'F'er er.resek
=I=Randorm_0

=I=Chrano_D

=== Myl dapInjectar_0

ZiF

@5 while

= nchoice

@ preemplive

5o ko next line. When loop is enabled, wraps up ko the First line once the last line has been read.

Einish ] [ Zancel ]

It will get the following line of the CSV file. If there is no more line it will exit the loop otherwise it

will restart at the beginning of the loop with new value provided by the new line got by the
CSVProvider.

20
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Behavior Page :

Edition page for behavior description

Behawior id ;| Heaww load

e ] [Duplicate] [Remu:-\-'e

¢ Load profile :

= Behavior tree :

Random_0.setlUnifarm
2 Random_0.slesp
= éﬁ? wihiile Remove
Chrono_0,stark
B MyLdapInjector_0.connection
MyLdapInjector_0.search
MyLdapInjector_0.closeZonnection

Chrono_0.skop Do

CSYProvider_0.nexk

Clear

Help

LR L e LR ey

Design | Source | Import |Behavior Heawy load

2.2.4. Load Profiles

Load profiles enable predefining how the population of each behavior will evolve, by setting the
number of active instances according to time. A load profile is a sequence of lines. For each load
profile, a flag states if active instances shall be stopped to enforce a decrease of the population, or
if the extra behaviors shall complete in a kind of a “lazy” approach.

To create a load profile you should be on the Behavior Page and click on the Load profile link:

+ Load profile :

and after it on the Set profile button: ————
|Set p[EﬁIe

Be careful, the time box contains the time in seconds since the start of the test and not the time in
seconds of the ramp we are defining.

Now we want a ramp that increases the number of simultaneously active behavior instances. It
begins at time 0 during 60 seconds and increases the number of active behavior instances from 0
to 60.

Time
Enter 60 in the Time text field: | gg

21
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Population
Enter 60 in the Population text field: &0

Famp skyle

®/7 Or, 0

Choose the ramp style:

To save these settings click on the Add point button:

l... Load profile

Add points for this profile BO

Time Population Ramp stwle
60 | Leo | ©@/ Ol Ok
|:| Farce stop
Points
Tirme Population Ramp skyle
&0 &0 e

Remove

[ Finish H Cancel ]

After we want a stable number of simultaneously active behavior instances (aka virtual users)
during 2 minutes (120 seconds); so the profile duration will be about 180 seconds. And at the end
of the 2 minutes, the number of virtual users for this behavior will rise to 100.

Now we want a ramp that increases the number of virtual users. It begins at time 0 during 60
seconds and increase the number of virtual users from 0 to 60.

Time
Enter 60 in the Time text field: ' |iag

Population

Enter 60 in the Population text field: 100

22



December, 11th 2009

Ramp skyle

Choose the ramp style: O/ O ®*l
l.lh

To save these settings click on the Add point button:

l... Load profile

Add points for this profile BO

Time Population Ramp stvle
| 180 L [0 | O/ O, ®%
|:| Farce stop
Foinks
Time Population Ramp style
60 60 Ve
180 100 |

Rermove

[ Einish H Cancel ]

And finally we want to decrease the number of virtual users from 100 to O during 60 seconds.
Tirne

240

Enter 60 in the Time text field:

Population

Enter 60 in the Population text field: 0

Ramp skyle

Choose the ramp style: ®/ O Ol
Uh

To save these settings click on the Add point button:
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l... Load profile

Add points for this profile BO

Tirme Population
| 240 | o
|:| Farce stop
Painks
Time Fopulation Ramp style
&0 &0 Ve
180 100 |
240 ] /

Ramp styvle

©®/7 Ol 0

Modify poink

Remove

Einish ] [ Cancel

Click on the Finish button:

You can see the load profile form watching the “Load profiles” view:

(7) Load profiles 53

Profiles :
Heavy lnad

Time : 0 ¥alus : 0
na

an

40
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3. 4. Define your test plan

3.1. Description of the context

In our case we want to test an LDAP directory. To test it and to get the results during the loading
test we will deploy injectors and probes.

We want to test the LDAP directory sending requests from two injectors deployed on two different
servers. To be able to see the server's CPU usage rate we will deploy on each of them a CPU
probe.

To be able to get necessary information to generate a load test report for our LDAP directory we
will deploy a CPU probe and a JVM probe on the LDAP server.

Before to start we have to introduce the term of « blade ». A blade is an active component that can
be deployed within a CLIF application, under control of the supervisor component, that provides
statistical information about its execution (for monitoring purpose), and produce results stored by
the storage component. Blades exist either as load injectors or probes.

3.2. Creating your test plan
This test plan will be created at the same location of the ISAC scenario file.
Select your LdaplnjectorLoadTest project. Right click on it and choose Clif testPlan

= = e .
= g 5 CLIF Project
[=s  Golnto 152 1SAC Plug-in Project
[ .| Openin Mew Window 4 Praject...
me | (= Copy J.., CLIF Tesk Plan
faa Iy Test Deployment
¥ Delete

lyy CLIF Repart with BIRT

Then enter your test plan name and click on the Finish button:
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l... New CLIF Test Plan

Create a new CLIF Test Plan

This wizard creates a new CLIF Test Plan with *.ctp extension that can be

opened by a Test Plan editor. H H

Containet: | iy Test

File: marne: | my Test.ckp |

Finish ] [ Cancel

3.3. Add Probes and Injectors to your test plan
In our case we will add:

e Two injectors, one on each server used to inject requests on the LDAP directory.

e Three CPU probes, one on each injector server and one on the server where the LDAP
directory is installed.

e One memory probe, on the server where the LDAP directory is installed.

Click on the add button
Then you have to set the properties of the component you want to add:

+ Properties

Manage injector and probe properties

Ig* n

Server® local hosk [v]
Role* : probe v
Class* :

Argquments

Comment
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As we want to add three probes we have to set the Server name or the IP address of the server
where the probes will be deployed.

To be able to set the Server name or the IP address you have to start your CLIF registry and
launch your CLIF server (refer to Installation Manual).

Otherwise you will not be able to change the server name which is local host by default.
For example:

Id: 0

Server: 10.0.0.1

Role: probe

Class: cpu

Arguments: 1000 600 (a measure will be taken each 1000 ms and during 600 s)
Cpu probe deployed on 10.0.0.1

Click on the add button:

Id: 1

Server: 10.0.0.2

Role: probe

Class: cpu

Arguments: 1000 600 (a measure will be taken each 1000 ms and during 600 s)
Cpu probe deployed on 10.0.0.2

Click on the add button:

Id: 2

Server: 10.0.0.3

Role: probe

Class: cpu

Arguments: 1000 600 (a measure will be taken each 1000 ms and during 600 s)
Cpu probe deployed on 10.0.0.3

Don't forget to save your test plan clicking on File -> Save (or Ctrl+s)

Now we have this view:

Test Plan Editor

Injectors and probes

&ll injectars and probes in the besk plan

EN
1d Server Role Class Arguments Comment
z 10003 probe cpu 1000 600 Cpu probe deploved on 10.0.0,3
1 10002 probe cpu 1000 500 Cpu probe deploved on 10.0.0.2
0 qo0n0q probe cpu 1000 600 pu probe deployed on 10.0.0.1 Remave Al

We do the same thing with the jvm probe

Id: 3
Server: 10.0.0.2
Role: probe
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Class: jvm

Arguments: 1000 600 (a measure will be taken each 1000 ms and during 600 s)

Memory probe deployed on 10.0.0.2

Now we have this view:

Test Plan Editor

Injectors and probes

Al injectars and probes in the test plan

CpU | jvm m
Id | Server Raole Class Arguments | Comment -
3 dA0nnz? probe  jwm 1000 500 Jvm probe deploved on 10.0,0.2 Femove
And finally with the injectors:
Id: 4
Server: 10.0.0.1
Role: injector
Class: IsacRunner
Arguments: LdaplnjectorLoadTest_1.xis
Injector deployed on 10.0.0.1
Id: 5
Server: 10.0.0.3
Role: injector
Class: IsacRunner
Arguments: LdaplnjectorLoadTest_1.xis
Injector deployed on 10.0.0.3
Now we have this view:
Test Plan Editor
Injectors and probes
All injectors and probes in the test plan
Cpu | jvm | injector
Id | Server Role Class Arguments Commenk

5 10003 injector IsacRunner  LdapInjectorloadTest 1.xis  Injector deployed on 10.0,0.3

Rernove

4 100041 injectar IsacRunner LdapInjectorloadTest_1.xis  Injector deploved on 10.0.0.1

28
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3.4. Deploying and executing your test plan

Your code server path should include the directory where your scenario file is, in order to benefit
from the automatic remote loading of the scenario file by every remote ISAC execution engine you
may have defined in your test plan.

In our case, to be able to test the Ldap directory we also need to include the directory where your
csv file is in order to access to the connection and research parameters. (refer to chapter 5.3
Running a registry).

Now you can open your test plan. A new tabulation named “test” appears.

Click on it.
Test Plan Editor

Injectors and probes

Al injectars and probes in the test plan
Cpu | jwmn | injector
Id | Server Role Class Arguments

5 10003  injectar IsacRunner  LdapInjectorloadT Remove
4 100041 injector IsacRunner  LdapInjectorLoadT

Remowve Al

Edit Tast |}

On this tabulation you can see the status of all your blades:

Global skake;

And the global status of your test plan:
undeployed

Click on the deploy button
Once the deployment of all your blades done (global state = deployed) you can initialize it (button:

) and choose the test plan you want to initialize:
L. Test id X]

Enter kest id name :

(a4 ] [ Cancel

Once the initialization done you can see it on the monitor tabulation: s

undeployed

As soon as the test plan is deployed and initialized, the monitoring area pops up in the test plan
window's bottom part. This area holds a set of tabbed panels:

+ one for all injectors
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« one for each probe family

hs Monitor 52 =5

new_test_plan 37

injeckar | jwm | memary | cpu | Alarms
Tirne: - Yalue: -

Display = Collect  Blade  Time - ]
i - 2250 al
v v 3 oo - M- - - — — — — — [ F
2000
1
I
1000
1
time Frame {ms) w

505" n1'40" 02'30" o3z o410
[ 5tare monitoring data

Drawing kime Frame (5] | 300 Polling period () | 1

For each panel, the user may set the monitoring time-frame, the polling period, and start or stop
the monitoring process. Moreover, a check-box table at the left side of each panel makes it
possible to selectively disable or enable the collect and display of monitoring data, for each blade.

Now you can start the injection by clicking on the start button:

And then you can suspend | Suspend | , stop or change dynamically some
parameters of the load test.

Several parameters of the execution engine may be modified, including at runtime, using the
Parameters button:

- about the engine itself (size of the thread pool, polling period for load profile management,
tolerance on deadlines);

- about the active scenario, in particular the number of active instances (population) of each
behavior.

Once the load test completed you have access to the collect action. Collecting CLIF

data will locally gather CSV-formatted files containing all the measures, in a tree-organized
breakdown of directories and files. The root directory is determined by a CLIF property. The
default is a directory named "report” in the corresponding CLIF project.
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4. CLIF server

4.1. Installation

See Install Manual

4.2. Rationale

CLIF servers are necessary to deploy any test plan, since they host load injectors and probes.
CLIF servers are designated by a name, which is registered in a Registry. In order to run, CLIF
servers must be able to find this Registry, which implies that:

1. the Registry must be running before a CLIF server can be launched;

2. parameters must be given to tell the CLIF servers where to find the Registry and register
themselves.

4.3. Running a registry

The CLIF registry is launched when necessary by the Java Swing GUI or the eclipse-based GUI. If
you want to launch it from command-line, see the User Manual.

There are three ways of starting a registry:
1. running the Java Swing console GUI
2. using the Eclipse-based console GUI
3. using the appropriate command
In our case (test an LDAP directory) we will use the Eclipse-based console GUI:
Click on the start registry button: & in the task button bar
Then you can set:
e the host name which identifies the server where the registry will be launched,
e the code server port
e and the classpath which is the path to access to the ctp, xis, csv (etc) files.

i’ CLIF Console configuration
Please configure the Clif console
This wizard creates the clif, props File,
Hosthame : 10.194,.3.95 - Broadcom Metkireme 57:¢ Gigabit Controller - Deterministic Metwork Enhancer Miniport] [«

Code server pork @ | 1357

Classpath :
N Travailfclif-1. 2, 2-consolefplugins/org. objectweb . clif . consale. plugin_1.2. 2fexamplesiclasses)

(]
(=]

e

[ Finish ] [ Cancel ]
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You can add or delete paths using these buttons:

° to add projects path

° m to add externals path

° @ to delete the selected path
In our case we will delete the default path and add our project path.
Select the default Classpath and click on this button: [?
Then on the add projects path button and choose your project path:
Finally click on Finish to start the registry.

4.4. Configuring a CLIF server

You may configure CLIF either by editing file clif.props in the etc/ subdirectory, or by using
command "ant config". In the latter case, the following questions will be asked:
o please enter the host where the console will be run:
enter the IP address or name of the computer where you will run the Registry,
either embedded in the Swing or Eclipse GUI, or launched by command line.
o please enter the port number for the console embedded code server:
enter the port number used by the code server, for example 1357.

This configuration operation must be done everywhere you want to run a CLIF server or a console.
You may also make this configuration step only once, and copy the resulting file etc/clif.props
wherever needed.

In our case we will deploy a CLIF server on:
e Server1:10.0.0.1
e Server 2:10.0.0.2
e Server 3:10.0.0.3

The console will be run on 10.0.0.10 and the code server will be the default one 1357.

4.5. Running a CLIF server

CLIF must be configured on each host you plan to run a CLIF server, accordingly to where your
Registry is running. Your Registry must be running to be able to launch Clif server. (cf chapter 4.3)
Then, run a CLIF server with command:

e ant server to create a CLIF server that registers with the local host name as CLIF server
name

e ant -Dserver.name=myFirstServer server to create a CLIF server that registers with the
provided name
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